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= Solution highlights

= Product Families
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Cisco Meraki: 100% Cloud-Managed Networking

= Cisco Meraki: a complete cloud-managed networking solution
— Wireless, switching, security and MDM, centrally managed over the web
— Built from the ground up for cloud management
— Integrated hardware, software, and cloud services

= Leader in cloud-managed networking
— Among Cisco’s fastest-growing portfolios: over 100% annual growth
— Tens of millions of devices connected worldwide since 2006

= Recognised for innovation
— Gartner Magic Quadrant, InfoWorld Technology of the Year, CRN Coolest Technologies

Trusted by thousands of customers worldwide:
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Why Cloud Managed Networking?



The Cloud Increases IT Efficiency

Manageability Scalability

= Turnkey installation and management
= Integrated, always up to date features
= Scales from small branches to large networks

= Reduces operational costs

BRKSEC-2900 © 2014 Cisco and/or its affiliates. All rights reserved.

Cost Savings
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An Integrated Solutio nForN ewlTChal lenges

1 billion iIOS & HD video and New business

Android devices rich media opportunities
1 I 1
1 I 1
1 I 1
1 I 1
1 1 1
v v v

. Integrated Layer 7 Analytics
mobile device / application (Q and user
management shaping engagement

A complete solution out of the-box:
No extra hardware, software, or complexity

Cisco (f'l/f;/
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Cloud-Managed Networking Architecture

Campus / HQ

BRKSEC-2900

e

Branch Office

Il
Retail Store y
g |

Teleworker

Cloud Hosted
Management

© 2014 Cisco and/or its affiliates. All rights reserved.

Network endpoints securely
connected to the cloud

Cloud-hosted centralised
management platform

Intuitive browser-based
dashboard
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Out Of Band Cloud Management In Every Product

= Scalable
— Unlimited throughput, no bottlenecks
— Add devices or sites in minutes o 8 anagemen

: : data (1 kb/s)
= Reliable |

— Highly available cloud with multiple Data Centres —
— Network functions even if connection to cloud is interrupted
— 99.99% uptime SLA

-

= Secure
— No user traffic passes through cloud
— Fully HIPAA / PCI compliant (level 1 certified)
— 3rd party security audits, daily penetration testing

— Automatic firmware and security updates (user-scheduled) , /
Reliabilitg/R PzzlsnEoICsecurity information at meraki.cisco.com/trust Cisco (( ny

-2900 © 2014 Cisco and/or its affiliates. All rights reserved. Cisco Public



Scalable Cloud Infrastructure

© O O/ © overview - Meraki Dashbo: L T
C' | @ https://n6.meraki.com/Infinitum-Movil-/n/eZ8R2ag/manage/ = ‘ M
kiren@meraki.com | my profile | sign out | demo networks | show admir
Network: | Infinitum Movil Universidades : £ search dashboard I ELI v IE: {“
Monitor TELMEX networks > Usage over the last week
Infinitum Movil Universidades
37656 clients transferred 1.35 TB in the last
Maps

Access points
Clients

Splash logins
Login attempts

Summary report
Configure
Organization

Help

99 access points need your attention.

Nov3 Nova Novs Nov 6

Map of clients per access point Mouse over or click for more information

[}

X?JEFFCO

PUBLIC SCHOOLS

Telmex

Nationwide hotspot and
3G offload network

Dress Barn

Nation-wide deployment spanning
hundreds of retail stores

Motel 6
70,000 hotel room deployment

Jeffco School District
80,000 student district with 100+
schools

Proven in 10,000+ endpoint deployments

BRKSEC-2900 © 2014 Cisco and/or its affiliates. All rights reserved.
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Intuitive Web-Based Dashboard

»
800 Clients - Meraki Dashbos  x x

&« C | & https://n7.meraki.com/Meraki-Corp-Wire/n/B4WUfb/manage/usage/list?timespan=604800#c=k506c1c T =

W . d Meraki is now part of Cisco - Customer FAQ  kiren@meraki.com | my profile | sign out | demo networks | show admin I t t
I re (aaTals=] AL.wrk, Meraki Corp - Wireless s L Search dashboard .— S a

wireless search

Crzmizy Details | Edit details ) )
Maps MAC address: a4:67:06:77:04:9f Approximate location

1P: 10.80.108.28 Based on data from 4 APs between Apr 12 10:32 and Apr 12 16:42. Excluded data from 1
Access points Hostname: cmedranos-Pad (Bonjour, DHCP) unplaced AP.

Network access: normal
Connection: wireless

4th floor_w

( :l | e nt Traffic analytics Capabilties: 802.11n, 2.4 and 5 GHz
o Manufaggyrer: Apple
. . O Em: Apple iPad
fingerprints Packat et et s o e i
acket capture: Run packet capture on this client L t
Air Marsha Systoms momt: Not nstaled ocation
Splash logins Status: Currently connected @

Signal strength
Duration: 43 minutes

Analytics Access point: 4th FL Lobby

SSID: Meraki-Guest
Splash Authorization: SSID: Meraki-Guest
PCI report about 6 hours ago, user authenticated with Clickthrough splash.

Authorization will expire in about 18 hours. (revoke authorization)
Channel: 157 - 5.785 GHz (11n, 20MHz channel)

Configure Packets: 2042 sent, 777 received
Data: 144.2 KB sent, 404.5 KB received

analytics

Login attempts

Summary report ogle Terms of Use

This client's location may be less accurate because some of the related APs are
iaugap. You can place APs on maps and floorplans here.

Organization
Live tools: »/ Ping client

Help
Usage: 347.5 MB (339.2 MB received, 8.3 MB sent) .
. . ®2hours 1. Wsrs \ Real'tlme
Application -
e control
QoS
Applications Ports HTTP content Custom Pie Chart

Cisco (( ny
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‘SaaS Featu re Deli very | .

= Feature updates seamlessly delivered from the cloud (user-scheduled)

= Adapts to new devices, applications, and business opportunities

BYOD feature velocity, past 36 months:
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2010 2011 2012 2013
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Distributed Networks

i 7 British
Monitor - s

Saskatchewan Map | Satellite

/ ;§ Columbi: Edmonton Nc:;ﬂLou;;dl;’md
Configure U —
v 4 Expand
e Calgary Ontari e
Organization E v Winnineg i 930 networks
Vam@ @ ° ¥
- 5 ’* = / "‘»,,_\‘/A ®  Name Usages  Clients .
Change log + Q)m.@, i ®’ il " /\ SaNew| @ MAU1ES! - Bossier Ciy LA none 0 Ce ntrallsed ClOUd
Minn a Ml
Satirs % o B 2920y W oA — management scales to
A z % e Qp 0; @). TD&O-’ o @ 020209 Maths G e 0
Idaho N
Hisanaa i (i PN X J' @ fatet] @ ooosz- oceansde v e 0 thousands of sites
’Q ’ Q’ is ,(@ {é"‘ N/ " hu @ MAU1581 - Papilion NE none [
Inadina
Help Fr;@ s @;ﬁ ’I United Sta::ssu - /45 f— ﬁ ::: S5 @  Daos72- Destin FL none
i Vit
T R g @l ' Q New Jersey @ DBO421 - Exton PA
]f @)@ % %..7 ', @’ » & ,,,,, n{S——
(-] Ang) , A ’ ; Q g Maryland
g e Q) By Miss g i cg;o, Disthictof @ DB0440 - Champaign IL none
ma
San Dieg: —Z @ ’ ) Geor-'= @  MAU1880 - Hanford CA none
..
ﬁm:r‘oo Hocua @© DBO0g916 - Tulsa OK none
b ) TN, ‘@’ Florid @ DB0B0S - Turnersville NJ

Multi-site visibility and
control
Zero-touch provisioning

Traffic acceleration

BRKSEC-2900

Map-based dashboard; configuration sync; remote diagnostics; automatic monitoring and
alerts

Devices automatically provision from the cloud, no staging required; self-configuring site-to-
site VPN

WAN optimisation and web caching accelerates and de-duplicates network traffic; application-
aware QoS prioritises productivity apps /
Cisco(( 74
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‘High Cap ac |ty Edge N e'tZWo-.r'ké

Apr 08 16:39 PDT to Apr 15 16:38 PDT  596.74 GB (498.5 GB received, 98.24 GB sent) Applications
120 Mb's
20 Mbis |
@ VolIP & video conferencing—Other
60 Mbis T.OGB(,3.1GB, 138GB) |

RF optimisation and
L‘—-M LN }W\ i M i application-aware QoS for high-

Here throughput, high-density WLAN

Apply policy Clear Authorization | search clients.. 440 client devices Add devices  Download as

[J # status Description Usage First seen Last seen Recent AP os Recent user o7
a 1 RWILKINSONX230 4298 GB 4.4 months ago 3B minutes ago  3rd Fl Support MR24 Windows 7 hostRWILKINSONX230.corp.meraki.com

O 2 mickolas 46.25 GB 3 months ago 4.3 hours ago 4th Floor Near Stairs Windows 7 host/mickolas.corp.meraki.com

(@] 3 TPEITZX220 2210GB 10.3 monthe age 3 minutes ago 3rd F1 Middle MR24 Windows T hostTPEITZX220.corp. merakicom

[ 4 CBELTRANXZ30 17.11 GB 56 months ago 3.2 days ago 3rd Fl Support MR24 Windows T host/CBELTRANX230.corp.meraki.com

O 5 RHARAMIX220 1679 GB 6.7 months ago 2.5 days ago 3rd Fl1West MR24 Windows T hostRHARAMIX220.corp.merakl.com

Layer 7 application traffic ~ Throttle, block, or prioritise application traffic with DPI-based fingerprinting; set user and
shaping group-based shaping rules

Cloud-base RF Dynamically avoid interference, optimising channel selection and power levels
optimisation

Density-optimised WLAN RF platform tuned for airtime fairness and performance in dense performance-critical

environments /
Cisco (( l/&
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Bring Your OwnDeV|ce(BYOD) i

Metwork access control €

Assign group policies by
device type @

Groups for device types

Device-aware security

Integrated MDM

Simplified onboarding

BRKSEC-2900

Disabled: do not check clients for antivirus software

| builtin policies Out-of-the-box security,
Enabled: assign groug whitelist :
= blocked management, and capacity for
BYOD-ready deployments

student-access

Device type e Actions

cmna-test

iPad | v ipad guests

. 1 Accounting Staff
Add qroup DD“C\" for iPad - employees

Bandwidth Abusers

Device-aware firewall and access control; Antivirus scan; LAN isolation;
Bonjour Gateway; Content and security filtering

Enforce encryption, passcodes, and device restrictions; Deploy enterprise applications;
Remotely lock or wipe devices

Flexible authentication with AD integration, SMS authentication, hosted splash pages, and

automatic MDM enrollment /
Cisco(f l/&
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User Analytics And Eng;ag ement % .

Today

Repeat rate 75.06%
Repeat visitors 596

New visitors 198

Optimise marketing and
business operations

Built-in analytics

Extensible API

BRKSEC-2900

1000 Built-in location
800 analytics dashboard

Visitors

Analyse capture rate, dwell time, and new / repeat visitors to measure advertising, promotions,
site utilisation, etc.

Integrated into WLAN, no extra sensors, appliances, or software

Integrate location data with CRM, loyalty programs, and custom applications for targeted real-
time offers

Cisco {f'l/f;/
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‘Flexible Auth enti (':'é_tii'o n And ACCQ’S.S C'o'.‘.n'-_t,rol £

() Click-through
Users must view and acknowledge your splash page before being allowed on the network

S . Flexible built-in
=) Sign-on with | Facebook Wi-Fi . o
® Sig acebogk Wi-H authentication

Require users to check in to your Facebook Page before gaining access to your network € mechanisms
Configure Facebook settings here.

() Sign-on with SMS Authentication 257
Users enter a mobile phone number and receive an authorization code via SMS.

Flexible authentication Secure 802.1x and Active Directory authentication; Facebook Authentication for branding and
targeted social marketing; SMS self-service authentication, Lobby Ambassador, and hosted

sign-on splash pages

Dynamic access control Assign clients layer 3-7 firewall rules, VLANSs, and application-aware quality of service by
identity, group, location, or device type

Cisco (f'l/f:/
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Simplified Enterprise Security

Air Marshal
Scanning APs @ 4 APs in dedicated Air Marshal mode.
LAN containment @ Don't contain APs seen on the LAN &

Keyword containment @ yoges

One keyword per line.
Off-channel scans @ Opportunistic and mandatory scans_#

SMTWTFS

Enterprise-class security features
for security-conscious

Mandatory scan schedule 400AM  : IIIIIY envwonments
Save Changes  or cancel.
gle
1o
26 Rogue SSIDs | 439 Other SSIDs | 5 Spoofs | 0 Malicious | 212 Packet floods
Containment @4 ssiD Last seen © First seen #APs Rogue because Seen by Broadcast MACs +
uncontained 63 hidden SSIDs Apr 16 18:22 Aug 24 05:57 63 Seen on LAN 4th FL Sales1 (74 dB) 21 more » 12:18:0a:31:87:50 62 more »
uncontained SG3 FoxFi Mar2007:09 1 Seen on LAN 4th Floor Near Stairs (34 dB) 1 more » 5c:0a:5b:5f:a4:0f
uncontained Daghan Altas's iPhone Apr 12 08:21 | Seen on LAN Air Marshal - 2nd Floor 1 more » 66:a3:cb:84:ad:bd

Air Marshal WIDS/WIPS

User and device aware
security

Complete NG firewall and
content security

BRKSEC-2900

Detect wireless attacks; contain rogue APs; cloud-based alerting and diagnostics

User, device, and group-based firewall rules (layer 3-7) with
Active Directory integration

Application firewall; content filtering matching 1B+ URLS; antivirus / antimalware filtering;
Google safe-search

Cisco (f'l/f:/

© 2014 Cisco and/or its affiliates. All rights reserved. Cisco Public
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MR Wireless Access Points

= 6 models including indoor / outdoor, high c E?iﬁ?rﬁts
performance(802.11ac) and value-priced gniig

= Enterprise-class silicon including RF optimisation, PoE, BYOD policies
voice / video support Application traffic
shaping

= Lifetime warranty on indoor APs
Guest access

Enterprise security
WIDS / WIPS
Location analytics

[ -]
ser ,,.,;B raKi

Cisco ((Vf;/
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= 6 models scaling from small branch to campus /

Data Centre

= Complete networking and security in a single

appliance

BRKSEC-2900

© 2014 Cisco and/or its affiliates. All rights reserved.

Cisco Public

" Y Feature

Y highlights

Zero-touch site to
site VPN

WAN optimisation
NG firewall
Content filtering
WAN link bonding
Intrusion detection

Cisco {f'l/f;/



MS Access And Aggregation Switches
Feature
highlights

Voice and video

= Gigabit access switches in 8, 24, and 48 port configurations,
PoE available on all ports

= 10 Gigabit SFP+ aggregation switches in 24 and 48 port

configurations QoS

= Enterprise-class performance and reliability including non- Layer 7 app
blocking performance, voice/video QoS, and a lifetime visibility
warranty

Virtual stacking

PoE / PoE + on all
ports

Remote packet
capture, cable
testing

Cisco ((Vf;/
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‘Systems Manager Mobile Device Management i
" Y Feature

= Device Management controls iOS, Android, Mac,
and Windows devices

= Cloud-based - no on-site appliances or software,
works with any vendor’'s network

= 100% free - available at no cost to any
organisation, sign up at meraki.cisco.com/sm

BRKSEC-2900 © 2014 Cisco and/or its affiliates. All rights reserved.

Cisco Public

Y highlights

Centralised app
deployment

Device security
Rapid provisioning

Backpack™ file
sharing

Asset
management

Cisco (f'l/f;/
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Demo Use Cases - Building A Network In 30 Mins

= Setting up MX, create organisation, create networks, add devices.
= Setting up MR, set-up a quick wireless network for my iPad
= Settings:

— Addressing / NAT / DHCP

— Firewall rules

— Load balancing / Traffic Shaping

— Active Directory

— Group Policy

— VPN

— Security Filtering

— Content Filtering

— Bonjour

BRKSEC-2900 © 2014 Cisco and/or its affiliates. All rights reserved. Cisco Public
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O O O /  peraki Dashboard Login

nl.meraki.com/login/da;

shboard_log

anno

forgot my

Stay logged in

BRKSEC-2900

urity & Swit

© 2014 Cisco and/or its affiliates. All rights reserved.

cning

Quick Stary - Meraki Das

hage/dashboard/quick_start =
O

15th-5t./nfzc)Flc/m

{/nl.meraki.com/ /22

Meraki is now part of Cisco - Customer FAQ  tnight@alum.mitedu | 13 new fegtures | my profile | sign out

Fak tnight Home Newwork 3 | 2258 15th St

Create a network
Important: Name your network

Network name: |
Thiz name identifies your nefwork in Dashboard. It will also be used as the
name for your first SSID.

Metwork configuration

Order or serial numbers
W zan e

e
numbers?

Location: ows, IL, GO00E, United

Enter a strest address or GPS coordinales. You can self locations for individual
devices later.

(=) Start with basic default settings

Initial configuration e
Copy settings from an existing network:

Cisco ((pr

Cisco Public
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Add AP And Apply Firewalling

800 Meraki Dashboard - 225 = B 00O o meraki Dashboard - 225 «
| & ttps://nl.meraki.com/2259-15th-5t./n/zcIFlc/ manage/ configure/add_devices 3 = €« nl.meraki.com/2259-15th-St./n/zcJFjc/manage/cc ping
— m
Mesaki is now pert of Cisco - Customer FAQ  tnightg@alum.mitedu | 13 new features | my profile | sign out Maraki is now part of Cisco - Customer FAQ mitedu | 13 new featyre:
I tnight Home Metwork | 2258 15th Se. : £ search d rd A ral tnight Home Network & | 2259 15th St 3 L | search dashboard
Monitor Add access points Monitor Firewall & traffic shaping
) SSID: [ tnight-guest
Configure Add access points from your organization's inventory. When you claim an order by order number, the devices in the onder will Configure
be added 1o your inventory. When you claim a device by its seral number, that device will be added bo your inventory. Once in Firewall
85108 your inventory, you can add devices 1o your metwork(s).
PP Enter one or mors serialionder numbers (one per row). Whers can | find these rumbers? Layer 3 firewall rules © 8 Policy Protocol Destination Port Comment Actions
Firewall & traffic shaping m ] Any Local LAN  Any  VWreless clients accessing
Users Users Allow Any Any Any  Dofault rulo
Splash page ash page a layer 3 firewall rule
SSID availability SSID avadabilit
831D avallablity Layer 7 firewall rules There are no rules defined for this SSID

Natwork -wide settings

Network-wide settings

Group policies Group policies
Traffic shaping rules
Radio settings w w Radio settings

Don't shape traffic on this SSID *

s & floorpla

Maps & floor

Add access poil

Save Changes O ¢

Organization Organization

Help Help

Cisco (( ny
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a

— = 8 0O/ ®splash Page - Meraki Daz % ||| G
M Norwark Overvigw - Mera) &

L C |8 hup

{/nl.meraki.com/ 2

cJFlc/manage/configure

nl.meraki.com/2

59-15¢

JzelFlc/manage/ configure/ overview ¢ 0 =

Merak| is now part of Ciaco - Customer FAQ  tnightialum.mit.edu | 13 new features | my peofile | sign cut

me night Home Network 3 | 2258 15t 51, 8 O | search dashboard
Monitor Configuration overview C_____________________________________________________________________________|

Network name eny e e N

2259 15th St -
| e tnight-guest
SSIDs Showing 4 of 15 SSIDs. Show all my S5I0s . B .
Welcome to TNight Wireless...
Access control Unconfigured
tnight tnight-guest tnight-BYOD 881D 4

Firewall & traffic shaping Continue to the Internet

enabled * enabled enabled disabled *
Users ame mrama BN BN, erama
Splash page Access control
Encry WPA2PSK  Open Open

SSID avadability

N Click-through spiash  Systems Manager
Notvwork-wide sottings page Sentry

unlimited  unlimited wnilimited uriimited
R Local LAN  Meraki DHCP Meraki DHCP
Radio settings nia no no

s no no no
Maps & fooplans v
Add access points VLAN tag nia nia nia
VPN Disabled  Disablad Disablod

Organization Splash page

no yes yes no
Help n'a Fluid na

Save Changes  of cance|

Piaane aliow 13 minutes for changes i tais sHect |

Cisco {f'l/f /
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Network-wide
Security appliance
Wireless
Organization

Help

MNew in Dashboard: Summary reporting by fag . Read more.

—5 00:18:0a:43:0a:a3

Configuration | Edit configuration

Serial number:
Tags:

Status

Internet port 1:

Q2BN-HFBZ-NTQK (MXB0)
recently-added

172.16.30.104 (via DHCP)
Gateway: 172.16.30.6; DNS: 172.16.30.11

FTB: Power Up Security Appliance

A | JEdron uasnoodra

N e s —r
EXXIE S o
-y T / ] rﬂi‘rs\'\a\""«’-s.L eﬁd
PONSONBY 1l
e ol [320m | “AUCKLAND
== [2ooott Map data ©2014 Google - Tamms of Use Report a map error

Network data for 12 hours <44

Public IP: 210.54.90.171 (210-54-80-171.ads|.xtra.co.nz) 2:00 4:00 6:00 &:00 10:00 12:00
Hostname: ciscolive2014-vkmjenwbpe.dynamic-m.com Network usage @
Usage: 1 client used 66 MB in the last day. N
History: Event log
Configuration status: Up to date
4:00 £:00 12:00
Internet LAN 1 LANZ LAN3 LAN4
Live tools
Internet traffic |10 Internet traffic |11
DHCP leases 1.6 Mb
1.2 Mbfs "
ng 0.8 Mb/s
Traceroute 0.4 Mu/a
0 Mb/s ( 'Ve
CiscollV(,
BRKSEC-2900 © 2014 Cisco and/or its affiliates. All rights reserved. Cisco Public 32



FTB: Connect to AD (So | Can Do BYOD Policy Mgmt) -

A | dEdren udsnooara
Network-wide New in Dashboard: Summary reporting by tag. Read more.

Security appliance 5 ctive Directory authentication

Wireless This page is for the configuration of identity-based group policies. Configure the network-wide default policies on the Content Filtering page.

Organization Active Directory Authenticate users with Active Directory +

Unauthenticated users Default to network-wide settings

Help

Active Directory servers Short domain Server IP Domain admin Password Status Actions

Add an Active Directory domain server

LDAP policies Refresh LDAP Groups

Save Changes or cancel

(Please allow 1-2 minutes for changes to take effect.)

Cisco ((Vf;/
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cisco f Network: | Meraki Corp o O | search dashboard

Network-wide Group policies
Name Bandwidth Traffic Hostname visibility Security Content Actions

Security appliance

Guest Block Clone X
Switch
Wireless Contractors Clone X
Organization .

Bad employees 2 rules applied Clone X
Help

Students 2 rules applied Clone X

Accounting 5 rules applied Override Clone | X

Joe's Test Group 1 rules applied Clone = X

Add a group

© 2014 Cisco Systems, Inc.

Cisco ((Vf;/
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FTB: Set-up Security Policies

Layer7

= Filtering — Block Peer2Peer—— | rouai e ——

1 Deny Peer-to-peer (P2P)

= Traffic Shaping — Rate limit Gaming 2 Doy (caming

= URL Filtering — Block Gambling

Add a layer 7 firewall rule

Actions
All Peer-to-peer (P2P} 2

All Gaming

Content filtering

These settings will apply to all clients that are not whitelisted.

Traffic shaping rules

Set identity-based policies by configuring this network to authenticate clients with Active Directory. Rule #1

Category filtering

Definition All Gaming » Add +

Blocked website categories

URL category list size @
Web search filtering @
Block encrypted search @

YouTube for Schools @

Gambling *

Top sites only (higher performance)
Enabled
Enabled

Disabled

This rule will be enforced on traffic
matching any of these expressions.

Bandwidth limit Choose a limit...

100 Kbps daetails
Priority ‘Normal $
DSCP tagging Do not set DSCP tag ~ *

Add a new shaping rule

BRKSEC-2900

© 2014 Cisco and/or its affiliates. All rights reserved. Cisco Public
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Here’s A Network That | Prepared Earlier...

Lets have a look at a working network that is in production and has lots of
interesting traffic.

= Clients

= Application Usage — e.g. YouTube
= Control user with Policies

= MDM
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Complete Your Online Session Evaluation

Give us your feedback and receive a
Cisco Live 2014 Polo Shirt!

Complete your Overall Event Survey and 5 Session
Evaluations.

= Directly from your mobile device on the Cisco Live
Mobile App

= By visiting the Cisco Live Mobile Site
www.ciscoliveaustralia.com/mobile

= Visit any Cisco Live Internet Station located
throughout the venue

Polo Shirts can be collected in the World of Solutions
on Friday 21 March 12:00pm - 2:00pm

Learn online with Cisco Live!

Visit us online after the conference for full access
to session videos and presentations.
www.CiscoLiveAPAC.com

Cisco ((Vf;/
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‘Case Study: Applebee’s
o s e - Applebees

Overview Usage (Total: 974.53 GB of data)

o PAVAVAWAVAVAVAVAV.AVAV ! LAAAAABANAAAS = Wireless LAN spanning over 270 restaurants
R I~ . nationwide

= Customer engagement through guest access,
» coupons, promotions
. = PCIl-compliant solution enables mobile POS

- = Restaurants centrally managed over the web
e = Deployed without pre-staging or on-site IT

Top applications by usage

91068

“The Meraki Dashboard makes it easy to manage the WiFi across all the restaurants, and we have
the visibility we wanted.”

Leslie McMasters, Network Administrator, Apple American Group

Cisco ((Vf;/
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Case Study: Milpitas Unified School District

£ | search dashboard

.
i s a;-‘j':' x_ valued - challenged - successful
: _,_,]_
. L/

= California school district with 14 schools,
- | ., A 10,000 students
] o & ® = Deployed cloud-managed firewall, 500 wireless
o @ 9 APs (indoor + outdoor), and 100 Ethernet
oTE We switches
& " = Enabled 1:1 Google Chromebook deployment
© and BYOD policy

o e S0 eseeni e Application visibility and control optimises
bandwidth across 10k+ clients

Monitor

Map of clients per access point

g
E]

[essssssBss il

“The Dashboard, the traffic shaping, and the MDM were real advantages. We can see the traffic and
devices on the fly.”

Chin Song, Director of Technology, Milpitas Unified School District

Cisco (M’/
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o 3 . - = Healthcare and services provider with 5,000
: PR— employees, 40 facilities across 11 states
- . = Deployed 350 cloud-managed wireless APs,

switches, and security appliances

= HIPAA-compliant WiFi for electronic medical
records and guest access

e o0 0000000000000 00C0O0O0E®

T = Centrally managed by small IT staff

“The Meraki solution has provided us with a secure, centrally managed distributed network.”

Daniel McDonald, Systems Integration Manager, Mosaic

Cisco (('Vf:/
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